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4330 East West Highway, Bethesda, MD 
20814. 

RECORD SOURCE CATEGORIES: 
Personally Identifiable Information 

(PII) is provided and updated on a 
periodic basis by U.S. CBP. 

Dated: May 15, 2012. 
Todd A. Stevenson, 
Secretary, Consumer Product Safety 
Commission. 
[FR Doc. 2012–12060 Filed 5–17–12; 8:45 am] 

BILLING CODE 6355–01–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DoD–2011–OS–0128] 

Submission for OMB Review; 
Comment Request 

ACTION: Notice. 

The Department of Defense has 
submitted to OMB for clearance, the 
following proposal for collection of 
information under the provisions of the 
Paperwork Reduction Act (44 U.S.C. 
chapter 35). 
DATES: Consideration will be given to all 
comments received by June 18, 2012. 

Title, Form, and OMB Number: 
Application Information—Public 
Schools on Military Installations; OMB 
Control Number 0790–TBD. 

Type of Request: New. 
Number of Respondents: 50. 
Responses per Respondent: 1. 
Annual Responses: 50. 
Average Burden per Response: 22 

hours. 
Annual Burden Hours: 1100 hours. 
Needs and Uses: This is a request for 

information to qualify for non- 
competitive funds. OEA is authorized to 
provide up to $500 million ‘‘to make 
grants, conclude cooperative 
agreements, or supplement other 
Federal funds to construct, renovate, 
repair, or expand elementary and 
secondary public schools on military 
installations in order to address capacity 
or facility condition deficiencies at such 
schools.’’ Local Education Agencies 
(LEAs) representing the schools with the 
most serious capacity and facility 
condition deficiencies will be invited to 
submit a request for funding. Only LEAs 
that operate a public school on a 
military installation, and receive a 
written invitation from OEA, may 
request funds under this program. LEAs 
that are invited to apply will be asked 
by OEA to submit a project proposal 
within 90 days using the Application for 
Federal Assistance Standard Form 424 

(OMB Number: 4040–0004). Proposal 
information listed in the September 9, 
2011 Federal Register notice (76 FR 
55883–55886) will supplement the 
application and assist OEA in 
determining compliance with legal and 
programmatic requirements. Grant 
awards will be made to successful 
applicants until the available funds are 
exhausted. 

Affected Public: State, local, or tribal 
government. 

Frequency: On occasion. 
Respondent’s Obligation: Required to 

obtain or retain benefits. 
OMB Desk Officer: Ms. Jasmeet 

Seehra. 
Written comments and 

recommendations on the proposed 
information collection should be sent to 
Ms. Seehra at the Office of Management 
and Budget, Desk Officer for DoD, Room 
10236, New Executive Office Building, 
Washington, DC 20503. 

You may also submit comments, 
identified by docket number and title, 
by the following method: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

Instructions: All submissions received 
must include the agency name, docket 
number and title for this Federal 
Register document. The general policy 
for comments and other submissions 
from members of the public is to make 
these submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

DOD Clearance Officer: Ms. Patricia 
Toppings. 

Written requests for copies of the 
information collection proposal should 
be sent to Ms. Toppings at WHS/ESD/ 
Information Management Division, 4800 
Mark Center Drive, East Tower, Suite 
02G09, Alexandria, VA 22350–3100. 

Dated: April 17, 2012. 
Patricia L. Toppings 
OSD Federal Register Liaison Officer, 
Department of Defense. 
[FR Doc. 2012–12125 Filed 5–17–12; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DOD–2012–OS–0056] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Intelligence Agency, 
DoD. 

ACTION: Notice to amend a system of 
records. 

SUMMARY: The Defense Intelligence 
Agency is amending a system of records 
notice in its existing inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective on June 18, 2012 unless 
comments are received which result in 
a contrary determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. 

Follow the instructions for submitting 
comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive; 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Theresa Lowery, Defense Intelligence 
Agency, DAN 1–C, 600 MacDill Blvd., 
Washington, DC 20340–0001 or by 
phone at (202) 231–1193. 
SUPPLEMENTARY INFORMATION: The 
Defense Intelligence Agency systems of 
records notices subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT. 

The proposed changes to the record 
system being amended are set forth 
below. The proposed amendment is not 
within the purview of subsection (r) of 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, which requires the 
submission of a new or altered system 
report. 

Dated: May 14, 2012. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

LDIA 05–0003 

SYSTEM NAME: 
Joint Intelligence Virtual University 

(JIVU II), (April 12, 2012, 77 FR 21974) 

CHANGES: 
* * * * * 
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SYSTEM NAME: 
Delete entry and replace with 

‘‘Advanced Global Intelligence Learning 
Environment (AGILE).’’ 
* * * * * 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with 
‘‘Federal employees, contractors and 
active duty service members who access 
AGILE in order to facilitate a training 
requirement.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with 

‘‘Function Lead, ‘‘Advanced Global 
Intelligence Learning Environment 
(AGILE), Directorate for Human Capital, 
Defense Intelligence Agency, 200 
MacDill Boulevard, Washington, DC 
20340–0001.’’ 
* * * * * 
[FR Doc. 2012–12027 Filed 5–17–12; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID DOD–2012–OS–0057] 

Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Secretary of 
Defense, DoD. 
ACTION: Notice to add a new system of 
records. 

SUMMARY: The Office of the Secretary of 
Defense proposes to add a new system 
of records in its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 
DATES: This proposed action will be 
effective on June 18, 2012 unless 
comments are received which result in 
a contrary determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 4800 Mark Center Drive, 
East Tower, 2nd Floor, Suite 02G09, 
Alexandria, VA 22350–3100. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 

received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Cindy Allard, Chief, OSD/JS Privacy 
Office, Freedom of Information 
Directorate, Washington Headquarters 
Services, 1155 Defense Pentagon, 
Washington, DC 20301–1155, or by 
phone at (571) 372–0461. 
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address in FOR FURTHER INFORMATION 
CONTACT. The proposed system report, 
as required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on May 14, 2012, to the 
House Committee on Oversight and 
Government Reform, the Senate 
Committee on Governmental Affairs, 
and the Office of Management and 
Budget (OMB) pursuant to paragraph 4c 
of Appendix I to OMB Circular No. A– 
130, ‘‘Federal Agency Responsibilities 
for Maintaining Records About 
Individuals,’’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427). 

Dated: May 14, 2012. 
Aaron Siegel, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

DCIO 01 

SYSTEM NAME: 
Defense Industrial Base (DIB) Cyber 

Security/Information Assurance 
Records. 

SYSTEM LOCATION: 
Director, Defense Industrial Base 

(DIB) Cyber Security/Information 
Assurance (CS/IA) Program, 1235 South 
Clark Street, Suite 1500, Arlington, VA 
22202. 

DoD Cyber Crime Center, 911 Elkridge 
Landing Road, Suite 200, Linthicum, 
MD 21090–2991. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Supporting DoD contractor (hereafter 
referred to as ‘‘DIB company’’) 
personnel (points of contact and 
individuals submitting incident reports) 
providing DIB company information. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
DIB company point of contact 

information includes name, company 
name and mailing address, work 
division/group, work email, and work 
telephone number. 

DIB incident summary information 
includes name, company name, work 

division/group, work email, work 
telephone and fax numbers. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
10 U.S.C. 2224, Defense Information 

Assurance Program; 44 U.S.C. 3544, 
Federal Agency Responsibilities; HSPD 
7, Critical Infrastructure, Identification, 
Prioritization, and Protection; DoD 
Directive (DoDD) 3020.40, DoD Policy 
and Responsibilities for Critical 
Infrastructure; DoDD 5505.13E, DoD 
Executive Agent for the DoD Cyber 
Crime Center (DC3); DoD Instruction 
(DoDI) 3020.45, Defense Critical 
Infrastructure Program (DCIP) 
Management; and DoDI 5205.13, 
Defense Industrial Base (DIB) Cyber 
Security/Information Assurance (CS/IA) 
Activities. 

PURPOSE(S): 
To facilitate the sharing of DIB CS/IA 

cyber threat information and best 
practices to DIB companies to enhance 
and supplement DIB participant 
capabilities to safeguard DoD 
information that resides on, or transits, 
DIB unclassified information systems. 
When incident reports are received, 
DoD Cyber Crime Center (DC3) 
personnel analyze the information 
reported for cyber threats and 
vulnerabilities in order to develop 
response measures as well as improve 
U.S. Government and DIB 
understanding of advanced cyber threat 
activity. DoD may work with a DIB 
company on a more detailed, digital 
forensics analysis or damage 
assessment, which may include sharing 
of additional electronic media/files or 
information regarding the incident or 
the affected systems, networks, or 
information. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

DIB company point of contact 
information may be provided to other 
participating DIB companies to facilitate 
the sharing of information and expertise 
related to the DIB CS/IA program, cyber 
threat information and best practices, 
and mitigation strategies. 

Only the DoD ‘‘Blanket Routine Uses’’ 
1 and 14 set forth at the beginning of the 
Office of the Secretary of Defense (OSD) 
compilation of systems of records 
notices apply to this system: 

DoD Blanket Routine Use 01 (Law 
Enforcement). 
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