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May 26, 2010, sent a report of a 
Computer Matching Program to the 
Committee on Homeland Security and 
Governmental Affairs of the Senate, the 
Committee on Oversight and 
Government Reform of the House of 
Representatives, and the Office of 
Information and Regulatory Affairs of 
the Office of Management and Budget 
(OMB). The matching program effective 
date is estimated to be July 13, 2010. 
ADDRESSES: Interested parties may 
submit written comment on this notice 
by writing to Linda Deimeke, Director, 
Division of Federal Systems, Office of 
Automation and Program Operations, 
Office of Child Support Enforcement, 
Administration for Children and 
Families, 370 L’Enfant Promenade, SW., 
Washington, DC 20447. Comments 
received will be available for public 
inspection at this address from 9 a.m. to 
5 p.m. Monday through Friday. 
Comments may also be submitted 
electronically via the Internet at: 
http://www.regulations.gov. 
FOR FURTHER INFORMATION CONTACT: 
Linda Deimeke, Director, Division of 
Federal Systems, Office of Automation 
and Program Operations, Office of Child 
Support Enforcement, Administration 
for Children and Families, 370 L’Enfant 
Promenade, SW, Washington, DC 20447; 
telephone (202) 401–5439. 
SUPPLEMENTARY INFORMATION: The 
Privacy Act of 1974 (5 U.S.C. 552a), as 
amended, provides for certain 
protections for individuals applying for 
and receiving Federal benefits. The law 
governs the use of computer matching 
by Federal agencies when records in a 
system of records are matched with 
other Federal, State or local government 
records. The Privacy Act requires 
agencies involved in computer matching 
programs to: 

1. Negotiate written agreements with 
the other agency or agencies 
participating in the matching programs; 

2. Provide notification to applicants 
and beneficiaries that their records are 
subject to matching; 

3. Verify information produced by 
such matching program before reducing, 
making a final denial of, suspending, or 
terminating an individual’s benefits or 
payments; 

4. Publish notice of the computer 
matching program in the Federal 
Register; 

5. Furnish reports about the matching 
program to Congress and OMB; and 

6. Obtain the approval of the 
matching agreement by the Data 
Integrity Board of any federal agency 
participating in a matching program. 

This matching program meets these 
requirements. 

Dated: May 25, 2010. 
Vicki Turetsky, 
Commissioner, Office of Child Support 
Enforcement. 

Notice of Computer Matching Program 

A. Participating Agencies 
The participating agencies are the 

Office of Child Support Enforcement 
(OCSE), which is the ‘‘recipient agency,’’ 
and State agencies administering UC 
programs, which are the ‘‘source 
agencies.’’ 

B. Purpose of the Matching Program 
The purpose of the matching program 

is to provide new hire and quarterly 
wage (QW) information from OCSE’s 
National Directory of New Hires 
(NDNH) to State agencies administrating 
UC programs for the purpose of 
establishing or verifying the eligibility 
of, or continuing compliance with 
statutory and regulatory requirements 
by, applicants for, or recipients of, UC 
benefits. State agencies administering 
the UC programs may also use the 
NDNH information for the 
administration of its tax compliance 
function. 

C. Authority for Conducting the Match 
The authority for conducting the 

matching program is contained in 
section 453(j)(8) of the Social Security 
Act (42 U.S.C. 653(j)(8)). 

D. Categories of Individuals Involved 
and Identification of Records Used in 
the Matching Program 

The categories of individuals involved 
in the matching program are applicants 
and recipients of benefits under UC 
programs administered by State 
agencies. The system of records 
maintained by OCSE from which 
records will be disclosed for the 
purpose of this matching program is the 
‘‘Location and Collection System’’ (LCS), 
No. 09–90–0074, last published in the 
Federal Register at 72 FR 51446 on 
September 7, 2007. The LCS includes 
the NDNH, which contains new hire, 
QW, and unemployment insurance 
information. Disclosures of NDNH 
information to the State agencies 
administering UC programs is a ‘‘routine 
use’’ under this system of records. 
Records resulting from the matching 
program and which are disclosed to the 
State agencies administering UC 
programs include names, Social 
Security numbers, and employment 
information. 

E. Inclusive Dates of the Matching 
Program 

The computer matching agreement 
will be effective and matching activity 

may commence the later of the 
following: 

(1) July 13, 2010; (2) 30 days after this 
Notice is published in the Federal 
Register; or (3) 40 days after OCSE 
sends a report of the matching program 
to the Congressional committees of 
jurisdiction under 5 U.S.C. 552a(o)(2)(A) 
and to OMB, unless OMB disapproves 
the agreement within the 40-day review 
period or grants a waiver of 10 days of 
the 40-day review period. The matching 
agreement will remain in effect for 18 
months from its effective date, unless 
one of the parties to the agreement 
advises the other by written request to 
terminate or modify the agreement. The 
agreement is subject to renewal by the 
HHS Data Integrity Board for 12 
additional months if the matching 
program will be conducted without any 
change and each party to the agreement 
certifies to the Board in writing that the 
program has been conducted in 
compliance with the agreement. 
[FR Doc. 2010–13287 Filed 6–2–10; 8:45 am] 

BILLING CODE 4184–42–P 

DEPARTMENT OF HOMELAND 
SECURITY 

National Protection and Programs 
Directorate 

[Docket No. DHS–2010–0022] 

Infrastructure Protection Data Call 
Survey 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: 30-Day Notice and request for 
comments; New Information Collection 
Request: 1670–NEW. 

SUMMARY: The Department of Homeland 
Security (DHS), National Protection and 
Programs Directorate (NPPD), Office of 
Infrastructure Protection (IP), 
Infrastructure Information Collection 
Division (IICD), has submitted the 
following Information Collection 
Request (ICR) to the Office of 
Management and Budget (OMB) for 
review and clearance in accordance 
with the Paperwork Reduction Act of 
1995 (Pub. L. 104–13, 44 U.S.C. Chapter 
35). The National Protection and 
Programs Directorate is soliciting 
comments concerning New Information 
Collection Request, Infrastructure 
Protection Data Call Survey. DHS 
previously published this information 
collection request (ICR) in the Federal 
Register on December 22, 2009, at 74 FR 
68070–68071, for a 60-day public 
comment period. DHS received no 
comments. The purpose of this notice is 
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to allow additional 30 days for public 
comments. 

DATES: Comments are encouraged and 
will be accepted until July 6, 2010. This 
process is conducted in accordance with 
5 CFR 1320.10. 
ADDRESSES: Interested persons are 
invited to submit written comments on 
the proposed information collection to 
the Office of Information and Regulatory 
Affairs, Office of Management and 
Budget. Comments should be addressed 
to OMB Desk Officer, Department of 
Homeland Security, Office of Civil 
Rights and Civil Liberties. Comments 
must be identified by ‘‘DHS–2010–0022’’ 
and may be submitted by one of the 
following methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. 

• E-mail: 
oira_submission@omb.eop.gov. Include 
the docket number in the subject line of 
the message. 

• Fax: (202) 395–5806 
Instructions: All submissions received 

must include the words ‘‘Department of 
Homeland Security’’ and the docket 
number for this action. Comments 
received will be posted without 
alteration at http://www.regulations.gov, 
including any personal information 
provided. 

The Office of Management and Budget 
is particularly interested in comments 
which: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 
FOR FURTHER INFORMATION CONTACT: If 
additional information is required 
contact: Ribkha Hailu, DHS/NPPD/IP/ 
IICD, at iicd@dhs.gov. 
SUPPLEMENTARY INFORMATION: DHS is the 
lead coordinator in the national effort to 
identify and prioritize the country’s 
critical infrastructure and key resources 
(CIKR). At DHS, this responsibility is 

managed by NPPD/IP. In FY2006, IP 
engaged in the annual development of a 
list of CIKR assets and systems to 
improve IP’s CIKR prioritization efforts; 
this list is called the Critical 
Infrastructure List. The Critical 
Infrastructure List includes assets and 
systems that, if destroyed, damaged or 
otherwise compromised, could result in 
significant consequences on a regional 
or national scale. 

The IP Data Call is administered out 
of IP/IICD. The IP Data Call provides 
opportunities for States and territories 
to collaborate with DHS and its Federal 
partners in CIKR protection. DHS, State 
and territorial Homeland Security 
Advisors (HSAs), Sector Specific 
Agencies (SSAs), and territories build 
their CIKR data using the IP Data Call 
application. To ensure that HSAs, SSAs 
and territories are able to achieve this 
mission, IP requests opinions and 
information in a survey from IP Data 
Call participants regarding the IP Data 
Call process and the Web-based 
application used to collect the CIKR 
data. 

The survey data collected is for 
internal IICD and IP use only. IICD and 
IP will use the results of the IP Data Call 
Survey to determine levels of customer 
satisfaction with the IP Data Call 
process and application and prioritize 
future improvements. The results will 
also allow IP to appropriate funds cost- 
effectively based on user need and 
improve the process and application. 

Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate. 

Title: Infrastructure Protection Data 
Call Survey. 

Form: Not Applicable. 
OMB Number: 1670–NEW. 
Affected Public: Federal, State, Local, 

Tribal. 
Number of Respondents: 558. 
Estimated Time Per Respondent: 15 

minutes. 
Total Burden Hours: 140 annual 

burden hours. 
Total Burden Cost (operating/ 

maintaining): $14,430.00. 

Dated: May 27, 2010. 

Thomas Chase Garwood, III, 
Chief Information Officer, National Protection 
and Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2010–13349 Filed 6–2–10; 8:45 am] 

BILLING CODE P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[USCG–2009–0136] 

Collection of Information Under 
Review by Office of Management and 
Budget: OMB Control Number: 1625– 
0056 

AGENCY: Coast Guard, DHS. 
ACTION: Thirty-day notice requesting 
comments. 

SUMMARY: In compliance with the 
Paperwork Reduction Act of 1995, this 
request for comments announces that 
the U.S. Coast Guard is forwarding an 
Information Collection Request (ICR), 
abstracted below, to the Office of 
Information and Regulatory Affairs 
(OIRA), Office of Management and 
Budget (OMB) requesting an extension 
of its approval for the following 
collection of information: 1625–0056, 
Labeling required in 33 CFR parts 181 
and 183 and 46 CFR 25.10–3. Our ICR 
describes the information we seek to 
collect from the public. Review and 
comments by OIRA ensure we only 
impose paperwork burdens 
commensurate with our performance of 
duties. 
DATES: Please submit comments on or 
before July 6, 2010. 
ADDRESSES: You may submit comments 
identified by Coast Guard docket 
number [USCG–2009–0136] to the 
Docket Management Facility (DMF) at 
the U.S. Department of Transportation 
(DOT) or to OIRA. To avoid duplication, 
please submit your comments by only 
one of the following means: 

(1) Electronic submission. (a) To Coast 
Guard docket at http:// 
www.regulation.gov. (b) To OIRA by e- 
mail via: oira_submission@omb.eop.gov. 

(2) Mail or Hand delivery. (a) DMF 
(M–30), DOT, West Building Ground 
Floor, Room W12–140, 1200 New Jersey 
Avenue, SE., Washington, DC 20590– 
0001. Hand deliver between the hours of 
9 a.m. and 5 p.m., Monday through 
Friday, except Federal holidays. The 
telephone number is 202–366–9329. (b) 
To OIRA, 725 17th Street, NW., 
Washington, DC 20503, attention Desk 
Officer for the Coast Guard. 

(3) Fax. (a) To DMF, 202–493–2251. 
(b) To OIRA at 202–395–5806. To 
ensure your comments are received in a 
timely manner, mark the fax, attention 
Desk Officer for the Coast Guard. 

The DMF maintains the public docket 
for this Notice. Comments and material 
received from the public, as well as 
documents mentioned in this Notice as 
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