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Secretary for Intelligence and Analysis 
and the Counterterrorism Coordinator 
regarding the Department’s role in 
intelligence-related activities and 
effective integration of the DHS 
Intelligence Enterprise. The Board will 
provide the Under Secretary an 
independent and balanced forum for 
debate and critical assessment of the 
Office of Intelligence and Analysis (I&A) 
and the Department’s Intelligence 
Enterprise. The duties of the Board are 
solely advisory in nature and shall 
extend only to the submission of 
information, advice, and 
recommendations to the Under 
Secretary. In recognition of the sensitive 
nature of the subject matter involved, 
the Secretary exempted the Board from 
the Federal Advisory Committee Act. 

The scope of the Board’s activities 
may include, but need not be limited to, 
advice and recommendations from 
sector representatives regarding how the 
Department can facilitate 
multidirectional intelligence and 
information sharing; facilitate the 
identification of intelligence 
requirements and needs; facilitate 
access to I&A products, resources, and 
expertise; ensure operational adherence 
to principles of privacy and civil 
liberties; and, advocate for priorities 
across I&A, the DHS Intelligence 
Enterprise, and the federal government 
Intelligence Community in support of 
Homeland Security missions. The 
Secretary is establishing the Board 
pursuant to section 871(a) of the 
Homeland Security Act of 2002. In 
recognition of the sensitive nature of the 
subject matter involved, the Secretary 
hereby exempts the Board from The 
Federal Advisory Committee Act 
(FACA), 5 U.S.C. ch. 10. This notice is 
being provided in accordance with 6 
U.S.C. 451(a). 

Membership: The Under Secretary 
shall appoint up to forty (40) members 
to serve as Board Members and 
represent key sectors of the intelligence 
enterprise. Members will represent the 
following sectors: National or Homeland 
Security including Intelligence 
Collection and Information Sharing; 
Privacy and Civil Liberties; State, Local, 
Tribal, Territorial, and Private Sector 
(‘‘SLTTP’’) with Homeland Security 
responsibilities; Law; Law Enforcement; 
Legislative Activities; Academia and the 
Research Community; Owners and 
Operators of Critical Infrastructure or 
Resources; and Under Secretary 
selections. The Under Secretary shall 
Chair the Board and shall select a Co- 
Chair from among the members of the 
Board. The Under Secretary shall be a 
non-voting member of the Board. The 
Chair shall lead Board meetings and 

provide strategic leadership and 
direction for the Board discussions and 
activities. The term of office of the Co- 
Chair shall be two years. The Co-Chair 
may be reappointed by the Under 
Secretary, not to exceed two additional 
terms. If the Co-Chair is not able to serve 
for an entire term, the Under Secretary 
shall make a new appointment. 

The Board Members shall be 
appointed by and serve at the pleasure 
of the Under Secretary. Members shall 
serve a term of five years, with the 
opportunity to be reappointed for one 
additional term. 

In order to fully leverage broad- 
ranging experience and education, the 
Board must be diverse with regard to 
professional and technical expertise. 
DHS is committed to pursuing 
opportunities, consistent with 
applicable law, to compose a board that 
reflects the diversity of the United 
States. 

Appointments shall be made without 
regard to political affiliation. In the 
event the Board is terminated, all 
appointments to the Board shall 
terminate automatically. 

Duration: The Secretary may extend 
the Board every two years as the 
Secretary deems appropriate, pursuant 
to 6 U.S.C. 451. 

Michael J. Miron, 
Committee Management Officer, Department 
of Homeland Security. 
[FR Doc. 2024–10869 Filed 5–17–24; 4:15 pm] 

BILLING CODE 9110–9N–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. CISA–2024–0012] 

Agency Information Collection 
Activities: Infrastructure Visualization 
Platform (IVP) Pre-Collection 
Questionnaire 

AGENCY: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 
ACTION: 60-Day notice and request for 
comments; new collection request of 
information, 1670–NEW. 

SUMMARY: DHS CISA Infrastructure 
Security Division (ISD), Resilience 
Services Branch (RSB) submits the 
following Information Collection 
Request (ICR) to the Office of 
Management and Budget (OMB) for 
review and clearance. 
DATES: Comments are encouraged and 
will be accepted until July 22, 2024. 

ADDRESSES: You may submit comments, 
identified by docket number CISA– 
2024–0012, at: 

Æ Federal eRulemaking Portal: http:// 
www.regulations.gov. Please follow the 
instructions for submitting comments. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and docket number 
for this action. Comments received will 
be posted without alteration at http://
www.regulations.gov, including any 
personal information provided. 

Docket: For access to the docket to 
read background documents or 
comments received, please go to http:// 
www.regulations.gov. 

Comments submitted in response to 
this notice may be made available to the 
public through relevant websites. For 
this reason, please do not include in 
your comments information of a 
confidential nature, such as sensitive 
personal information or proprietary 
information. If you send an email 
comment, your email address will be 
automatically captured and included as 
part of the comment that is placed in the 
public docket and made available on the 
internet. Please note that responses to 
this public comment request containing 
any routine notice about the 
confidentiality of the communication 
will be treated as public comments that 
may be made available to the public 
notwithstanding the inclusion of the 
routine notice. 
FOR FURTHER INFORMATION CONTACT: 
Jonathan Moaikel, 
jonathan.moaikel.cisa.dhs.gov, 202– 
251–5276. 
SUPPLEMENTARY INFORMATION: CISA’s 
ISD supports the homeland security 
mission of critical infrastructure 
security. As part of this mission, CISA 
Protective Security Advisors (PSAs) 
conduct various critical infrastructure 
security assessments for various 
stakeholders including facility owners 
and operators; federal, state, and local 
law enforcement officials; emergency 
response personnel; and others. 

One type of assessment PSAs can 
perform is an Infrastructure 
Visualization Platform (IVP). IVPs 
integrate high-resolution, interactive 
visual data as well as additional 
assessment information. For a PSA to 
conduct an assessment, each 
stakeholder must complete an IVP Pre- 
Collection Questionnaire. When the 
form is completed and submitted, the 
IVP team can better plan for the 
assessment by reviewing locations 
designated as Areas of Emphasis (AOEs) 
to ensure those areas receive an 
assessment, to know who appropriate 
points of contact are (stakeholder 
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requesting and escort who will be with 
the team during the collect), and to 
address special considerations prior to 
showing up for the collect. 

The Office of Management and Budget 
is particularly interested in comments 
which: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 

Analysis 

Agency: Cybersecurity and 
Infrastructure Security Agency (CISA), 
Department of Homeland Security 
(DHS). 

Title of Collection: Infrastructure 
Visualization Platform (IVP) Pre- 
Collection Questionnaire. 

OMB Control Number: 1670–NEW. 
Frequency: Annually. 
Affected Public: State, local, Tribal, 

and Territorial Governments and Private 
Sector Individuals. 

Number of Respondents: 120. 
Estimated Time per Respondent: 30 

minutes. 
Total Burden Hours: 60 hours. 
Annualized Respondent Cost: 

$2,527.00. 
Total Annualized Respondent Out-of- 

Pocket Cost: $0. 
Total Annualized Government Cost: 

$2,576.00. 

Robert J. Costello, 
Chief Information Officer, Department of 
Homeland Security, Cybersecurity and 
Infrastructure Security Agency. 
[FR Doc. 2024–11133 Filed 5–20–24; 8:45 am] 

BILLING CODE 9111–LF–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

Intent To Request Extension From 
OMB of One Current Public Collection 
of Information: Flight Crew Self- 
Defense Training—Registration and 
Evaluation 

AGENCY: Transportation Security 
Administration, DHS. 
ACTION: 60-Day notice. 

SUMMARY: The Transportation Security 
Administration (TSA) invites public 
comment on one currently approved 
Information Collection Request (ICR), 
Office of Management and Budget 
(OMB) control number 1652–0028, 
abstracted below, that we will submit to 
OMB for extension in compliance with 
the Paperwork Reduction Act. The ICR 
describes the nature of the information 
collection and its expected burden for 
TSA to verify the employment status 
and eligibility for participation in 
advanced self-defense training provided 
by TSA. 
DATES: Send your comments by July 22, 
2024. 
ADDRESSES: Comments may be emailed 
to TSAPRA@tsa.dhs.gov or delivered to 
the TSA PRA Officer, Information 
Technology (IT), TSA–11, 
Transportation Security Administration, 
6595 Springfield Center Drive, 
Springfield, VA 20598–6011. 
FOR FURTHER INFORMATION CONTACT: 
Nicole Raymond at the above address, 
or by telephone (571) 227–2526. 
SUPPLEMENTARY INFORMATION: 

Comments Invited 

In accordance with the Paperwork 
Reduction Act of 1995 (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to a collection of information 
unless it displays a valid OMB control 
number. The ICR documentation will be 
available at http://www.reginfo.gov 
upon its submission to OMB. Therefore, 
in preparation for OMB review and 
approval of the following information 
collection, TSA is soliciting comments 
to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Information Collection Requirement 
OMB Control Number 1652–0028, 

Flight Crew Self-Defense Training— 
Registration and Evaluation. TSA is 
seeking an extension of the ICR, 
currently approved under OMB control 
number 1652–0028, to continue 
compliance with a statutory mandate. 
Under 49 U.S.C. 44918(b), TSA is 
required to develop and provide a 
voluntary advanced self-defense 
training program for flight and cabin 
crew members of air carriers providing 
scheduled passenger air transportation. 

TSA must collect specific information 
to provide the program to eligible 
participants, as well as assess training 
quality. This information includes 
limited biographical information from 
flight and cabin crew members to 
confirm their eligibility to participate in 
this training. TSA uses the information 
to confirm the eligibility of the 
participant by contacting the 
participant’s employer. 

TSA collects the following 
information at the time of registration 
online: name of the crew member, 
airline affiliation, position, crew 
member airline identification (ID) 
number, crew member contact 
information (home mailing address, 
home telephone number and/or email 
address), and the city and state of the 
TSA Law Enforcement/Federal Air 
Marshals Service field office where the 
course will be taken. Upon attending 
class, crew members are asked to show 
two forms of ID to verify their identity 
against registration records and to sign 
the class attendance roster. Two forms 
of identification includes an airline ID 
and a Drivers License or Passport. 

In addition, TSA requests each crew 
member to complete an Injury Waiver 
Form during the registration process, or 
before the training is conducted. The 
Injury Waiver Form requests the 
employee’s airline, airline ID number, 
signature, and date, and is intended to 
limit any liability to TSA or its facilities 
should a crew member become injured 
during the training. 

TSA also asks trainees to complete a 
voluntary evaluation of the training 
upon completion of the course. 
Participants may assess the training 
quality and provide anonymous and 
voluntary comments by clicking on the 
electronic feedback link located on the 
registration site. TSA estimates the 
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