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• Average Hours Per Response: 1 
hour. 

• Total Estimated Burden: 1,460 
hours. 

• Frequency: Annually. 
• Obligation to Respond: Mandatory. 

DATES: The Department will accept 
comments from the public up to 60 days 
from May 26, 2009. 
ADDRESSES: You may submit comments 
by any of the following methods: 

• E-mail: jexchanges@state.gov. You 
must include the DS form number and 
RIN in the subject line of your message. 

• Mail (paper, disk, or CD–ROM 
submissions): U.S. Department of State, 
Office of Exchange Coordination and 
Designation, SA–44, 301 4th Street, 
SW., Room 734, Washington, DC 20547. 

• Fax: 202–203–5087. 
Persons with access to the Internet 

may also view this notice and provide 
comments by going to the 
regulations.gov Web site at: http:// 
www.regulations.gov/index.cfm. You 
must include the DS form number, 
information collection title, and OMB 
control number in any correspondence. 
FOR FURTHER INFORMATION CONTACT: 
Direct requests for additional 
information regarding the collection 
listed in this notice, including requests 
for copies of the proposed information 
collection and supporting documents, to 
Stanley S. Colvin, Deputy Assistant 
Secretary, Office of Private Sector 
Exchange, U.S. Department of State, 
SA–44, 301 4th Street, SW., Room 734, 
Washington, DC 20547; or e-mail at 
jexchanges@state.gov. 

SUPPLEMENTARY INFORMATION: 
We are soliciting public comments to 

permit the Department to: 
• Evaluate whether the proposed 

information collection is necessary for 
the proper performance of our 
functions. 

• Evaluate the accuracy of our 
estimate of the burden of the proposed 
collection, including the validity of the 
methodology and assumptions used. 

• Enhance the quality, utility, and 
clarity of the information to be 
collected. 

• Minimize the reporting burden on 
those who are to respond, including the 
use of automated collection techniques 
or other forms of technology. 

Abstract of Proposed Collection 

Annual reports from designated 
program sponsors assist the Department 
in oversight and administration of the J– 
1 visa program. The reports provide 
statistical data on the number of 
exchange participants an organization 
sponsored per category of exchange. The 
reports also provide a summary of the 

activities in which exchange visitors 
were engaged and an evaluation of 
program effectiveness. Program 
sponsors include government agencies, 
academic institutions, and private sector 
not-for-profit and for-profit entities. 

Methodology 

Annual reports are completed through 
the Student and Exchange Visitor 
Information System (SEVIS) and then 
printed and signed by a sponsor official, 
and sent to the Department by mail or 
fax. The Department is currently 
working with the Department of 
Homeland Security to expand SEVIS 
functions and enable the collection of 
electronic signatures. Annual reports 
will be submitted to the Department 
electronically as soon as the mechanism 
for doing so is approved and in place. 

Dated: May 14, 2009. 
Stanley S. Colvin, 
Deputy Assistant Secretary for Private Sector 
Exchange, Bureau of Educational and 
Cultural Exchange, Department of State. 
[FR Doc. E9–12147 Filed 5–22–09; 8:45 am] 
BILLING CODE 4710–05–P 

DEPARTMENT OF STATE 

[Public Notice 6633] 

In the Matter of the Review of the 
Designation of Abu Nidal Organization 
Movement (ANO) and Palestinian 
Liberation Front—Abu Abbas Faction 
(PLF) and All Designated Aliases, as 
Foreign Terrorist Organizations 
Pursuant to Section 219 of the 
Immigration and Nationality Act, as 
Amended 

Based upon a review of the 
Administrative Record assembled in 
this matter pursuant to Section 
219(a)(4)(C) of the Immigration and 
Nationality Act, as amended (8 U.S.C. 
1189(a)(4)(C)) (‘‘INA’’), and in 
consultation with the Attorney General 
and the Secretary of the Treasury, I 
conclude that the circumstances that 
were the basis for the 2003 re- 
designation of the aforementioned 
organizations as foreign terrorist 
organizations have not changed in such 
a manner as to warrant revocation of the 
designation and that the national 
security of the United States does not 
warrant a revocation of the designations. 

Therefore, I hereby determine that the 
designations of the aforementioned 
organizations as foreign terrorist 
organizations, pursuant to Section 219 
of the INA (8 U.S.C. 1189), shall be 
maintained. 

This determination shall be published 
in the Federal Register. 

Dated: May 13 2009. 
James B. Steinberg, 
Deputy Secretary of State, Department of 
State. 
[FR Doc. E9–12145 Filed 5–22–09; 8:45 am] 
BILLING CODE 4710–10–P 

DEPARTMENT OF STATE 

[Public Notice 6631] 

State–24, Medical Records 

SUMMARY: Notice is hereby given that 
the Department of State proposes to 
alter an existing system of records, 
Medical Records, State–24, pursuant to 
the provisions of the Privacy Act of 
1974, as amended (5 U.S.C. 552a) and 
Office of Management and Budget 
Circular No. A–130, Appendix I. The 
Department’s report was filed with the 
Office of Management and Budget on 
May 18, 2009. 

It is proposed that the current system 
will retain the name ‘‘Medical Records.’’ 
It is also proposed that due to the 
expanded scope of the current system, 
the altered system description will 
include revisions and/or additions to 
the following sections: Categories of 
Individuals Covered by the Systems, 
Categories of Records in the System, 
Purpose, Safeguards and Retrievability. 

Any persons interested in 
commenting on the altered system of 
records may do so by submitting 
comments in writing to Margaret P. 
Grafeld, Director; Office of Information 
Programs and Services; A/GIS/IPS; 
Department of State, SA–2; 515 22nd 
Street, Washington, DC 20522–8001. 
This system of records will be effective 
40 days from the date of publication, 
unless we receive comments that will 
result in a contrary determination. 

The altered system description, 
‘‘Medical Records, State–24,’’ will read 
as set forth below. 

Dated: May 18, 2009. 
Steven J. Rodriguez, 
Deputy Assistant Secretary of Operations, 
Bureau of Administration, Department of 
State. 

STATE–24 

SYSTEM NAME: 
Medical Records. 

SYSTEM LOCATION: 
Department of State, Office of Medical 

Services, 2401 E Street, NW., 
Washington, DC 20522, and Health 
Units at Overseas Posts. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

U.S. Government employees, family 
members, and any other individuals 
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eligible to participate in the health care 
program of the U.S. Department of State 
as authorized by either section 904 of 
the Foreign Service Act of 1980 (22 
U.S.C. 4084) or other legal authority. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Includes name, social security 

number, date of birth, address to 
include email and phone number; 
reports of medical examinations and 
related documents; reports of treatments 
and other health services rendered to 
individuals; narrative summaries of 
hospital treatments; personal medical 
histories; reports of on-the-job injuries 
or illnesses; and reports on medical 
evacuation, and/or any other types of 
individually identifiable health 
information generated or used in the 
course of conducting ‘‘health care 
operations’’ as this term is defined at 45 
CFR 164.501. This system includes 
records that contain ‘‘protected health 
information’’ as this term is defined at 
45 CFR 164.501, and accordingly, does 
not include records maintained by the 
Department of State and/or other 
employers in their capacity as 
employers. This system also includes 
certain records maintained as part of the 
Department’s Employee Assistance 
Program pursuant to 5 CFR Part 792. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
22 U.S.C. 4084, 42 U.S.C. 290dd–1, 

Public Law 99–570 §§ 7361–7362; 5 CFR 
Part 792. 

PURPOSE: 
The information contained in these 

records is used to administer the 
Department of State’s medical program. 
These records are utilized and reviewed 
by medical and administrative 
personnel of the Office of Medical 
Services (MED) in providing health care 
to the individuals eligible to participate 
in the health care program. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Routine use of information from these 
files includes any use permitted by the 
Health Insurance Portability and 
Accountability Act (HIPAA) Privacy 
Rule at 45 CFR Part 164 for which no 
authorization or opportunity to agree or 
object is required by the subject of the 
information. Specifically, we may 
disclose the information: 

—To a ‘‘business associate,’’ as that 
term is defined at 45 CFR 160.103; to 
another health care provider; or to a 
group health plan or health insurance 
issuer or Health Maintenance 
Organization for purposes of carrying 
out treatment, payment or health care 
operations; 

—To a parent, guardian or other 
person acting in loco parentis with 
respect to the subject of the information; 

—To a health oversight agency or 
public health authority authorized by 
law to investigate or otherwise oversee 
the relevant conduct or conditions of 
the Department of State’s medical 
program, or for such oversight activities 
as audits; civil, administrative, or 
criminal proceedings or actions; 
inspections; licensure or disciplinary 
actions; 

—To a public health authority 
(domestic or foreign) that is authorized 
by law to collect or receive protected 
health information for the purpose of 
preventing or controlling disease, 
injury, or disability, including, but not 
limited to, the reporting of disease, 
injury, vital events such as birth or 
death, and the conduct of public health 
surveillance, public health 
investigations, and public health 
interventions; 

—To the U.S. Department of Health 
and Human Services (HHS), when 
required by the Secretary of HHS in 
order to investigate or determine 
compliance with the HIPAA; 

—To a public health authority or 
other appropriate government authority 
(domestic or foreign) authorized by law 
to receive reports of child abuse or 
neglect; 

—To a person subject to the 
jurisdiction of the Food and Drug 
Administration (FDA) with respect to an 
FDA-regulated product or activity for 
which that person has responsibility, for 
the purpose of activities related to the 
quality, safety or effectiveness of such 
FDA-regulated product or activity; 

—To a person who may have been 
exposed to a communicable disease or 
may otherwise be at risk of contracting 
or spreading a disease or condition, to 
the extent MED is authorized by law to 
notify such person as necessary in the 
conduct of a public health intervention 
or investigation; 

—To a government authority 
(domestic or foreign), including a social 
service or protective services agency, 
authorized by law to receive reports of 
abuse, neglect or domestic violence, (1) 
To the extent such a disclosure is 
required by law; (2) where in the 
exercise of professional judgment, the 
disclosure is necessary to prevent 
serious harm to the individual or other 
potential victims; or (3) where, if the 
subject of the information is 
incapacitated, a law enforcement, or 
other public official authorized to 
receive the report, represents that the 
information sought is not intended to be 
used against the individual and that an 
immediate enforcement activity that 

depends upon the disclosure would be 
adversely affected by waiting until the 
individual is able to agree to the 
disclosure; 

—In the course of any judicial or 
administrative proceeding in response 
to an order of a court or administrative 
tribunal; 

—To a law enforcement official (1) As 
required by law or in compliance with 
a court order or court-ordered warrant, 
or a subpoena or summons issued by a 
judicial officer, or a grand jury 
subpoena, or an administrative request, 
including an administrative subpoena or 
summons; (2) in response to a request 
for the purposes of identifying or 
locating a suspect, fugitive, material 
witness or missing person; in response 
to a request for such information about 
an individual who is or is suspected to 
be a victim of a crime; (3) where it is 
believed that in good faith that such 
information constitutes evidence of 
criminal conduct; or (4) in response to 
an emergency, where it is believed such 
disclosure is necessary to alert law 
enforcement to the commission and 
nature of a crime, the location of such 
crime or of the victim(s) of such crime, 
and the identity, description and 
location of the perpetrator of such 
crime; 

—As necessary in order to prevent or 
lessen a serious and imminent threat to 
the health or safety of a person or the 
public, to a person or persons 
reasonably able to prevent or lessen the 
threat, including the target of the threat; 

—To authorized federal officials for 
the conduct of lawful intelligence, 
counter-intelligence, and other national 
security activities authorized by the 
National Security Act (50 U.S.C. 401, et 
seq.) and implementing authority (e.g., 
Executive Order 12333); 

—To authorized federal officials for 
the provision of protective services to 
the President or other persons 
authorized by 18 U.S.C. 3056, or to 
foreign heads of state or other persons 
authorized by 22 U.S.C. 2709(a)(3), or 
for the conduct of investigations 
authorized by 18 U.S.C. 871 and 879. 

—To make medical suitability 
determinations and disclose whether or 
not an individual is determined to be 
medically suitable to the officials in the 
Department of State who need access to 
such information (1) For the purposes of 
a national security clearance conducted 
pursuant to Executive Orders 10450 and 
12698; (2) as necessary to determine 
worldwide availability, suitability for 
particular assignments, suitability for 
mandatory service abroad under 
sections 101(a)(4) and 504 of the Foreign 
Service Act; or (3) for a family to 
accompany a Foreign Service member 
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abroad, consistent with section 101(b)(5) 
and 904 of the Foreign Service Act. 

—To a correctional institution or a 
law enforcement official having lawful 
custody of an individual, if the 
correctional institution or law 
enforcement official represents that 
such information is necessary for the 
provision of health care to such 
individual, the health and safety of 
other individuals or others at the 
correctional institution, or the 
administration and maintenance of the 
safety, security, and good order of the 
correctional institution; 

—To appropriate domestic or foreign 
government officials (including but not 
limited to the U.S. Department of 
Labor), as authorized by and to the 
extent necessary to comply with laws 
relating to workers’ compensation or 
other similar programs, established by 
law, that provide benefits for work- 
related injuries or illnesses without 
regard to fault. 

Policies and practices for storing, 
retrieving, accessing, retaining, and 
disposing of records in the system: 

Storage: 
Records are stored in hard copy and 

computer media. 

Retrievability: 
By individual name and date of birth. 

Safeguards: 
All users are given information 

system security awareness training, 
including the procedures for handling 
Sensitive but Unclassified and 
personally identifiable information. 
Annual refresher training is mandatory. 
Before being granted access to Medical 
Records, a user must first be granted 
access to the Department of State 
computer system. 

Remote access to the Department of 
State network from non-Department 
owned systems is only authorized 
through a Department approved access 
program. Remote access to the network 
is configured with the Office of 
Management and Budget Memorandum 
M–07–16 security requirements of two 
factor authentication and time out 
function. 

All Department of State employees 
and contractors with authorized access 
have undergone a thorough background 
security investigation. Access to the 
Department of State, its annexes and 
posts overseas is controlled by security 
guards and admission is limited to those 
individuals possessing a valid 
identification card or individuals under 
proper escort. All records containing 
Medical Records information are 
maintained in secured file cabinets in 

restricted areas, access to which is 
limited to authorized personnel. Access 
to computerized files is password- 
protected and under the direct 
supervision of the system manager. The 
system manager has the capability of 
printing audit trails of access from the 
computer media, thereby permitting 
regular and ad hoc monitoring of 
computer usage. 

When it is determined that a user no 
longer needs access, the user accounted 
is disabled. 

Retention and disposal: 

Records are retired or destroyed in 
accordance with published schedules of 
the Department of State. More specific 
information may be obtained by writing 
the Director of Medical Records, Office 
of Medical Services, 2401 E Street, NW., 
Washington, DC 20522. 

System manager(s) and address: 

Executive Officer, Medical Services, 
Room 2270, Department of State, 2401 
E Street, NW., Washington, DC 20522. 

Notification procedure: 

Individuals who have cause to believe 
that the Office of Medical Services 
might have records pertaining to them 
should write to Medical Records, Office 
of Medical Services, Department of 
State, 2401 E Street NW., Washington, 
DC 20522. The individual must include: 
Name; date and place of birth; current 
mailing address and zip code; signature; 
the agency served by the medical 
program with which the individual was 
or is an employee or a dependent, and 
the approximate dates of such 
employment or dependency. 

Record access procedures: 

Individuals who wish to gain access 
to or amend records pertaining to them 
should write to the Director of Medical 
Records (Address above). 

Contesting record procedures: 

(See Record access procedure, above). 

Record source categories: 

Information contained in these 
records comes from the individual; 
hospitals; clinics; private physicians; 
employers; and medical professionals 
employed by the Department of State. 

System exempted from certain 
provisions under the Privacy Act: 

None. 
[FR Doc. E9–12146 Filed 5–22–09; 8:45 am] 

BILLING CODE 4710–24–P 

SUSQUEHANNA RIVER BASIN 
COMMISSION 

Notice of Projects Approved for 
Consumptive Uses of Water 

AGENCY: Susquehanna River Basin 
Commission. 
ACTION: Notice of approved projects. 

SUMMARY: This notice lists the projects 
approved by rule by the Susquehanna 
River Basin Commission during the 
period set forth in DATES. 
DATES: January 1, 2009, through April 
30, 2009. 
ADDRESSES: Susquehanna River Basin 
Commission, 1721 North Front Street, 
Harrisburg, PA 17102–2391. 
FOR FURTHER INFORMATION CONTACT: 
Richard A. Cairo, General Counsel, 
telephone: (717) 238–0423, ext. 306; fax: 
(717) 238–2436; e-mail: rcairo@srbc.net 
or Stephanie L. Richardson, Secretary to 
the Commission, telephone: (717) 238– 
0423, ext. 304; fax: (717) 238–2436; e- 
mail: srichardson@srbc.net. Regular 
mail inquiries may be sent to the above 
address. 
SUPPLEMENTARY INFORMATION: This 
notice lists the projects, described 
below, receiving approval for the 
consumptive use of water pursuant to 
the Commission’s approval by rule 
process set forth in 18 CFR 806.22(e) 
and 18 CFR 806.22(f) for the time period 
specified above: 

Approvals Issued 

Approvals By Rule Issued Under 18 CFR 
806.22(e) 

1. Church & Dwight Co., Inc., Arm 
and Hammer, ABR20081205, Jackson 
Township, York County, PA, 
Consumptive Use of Up to 0.420 mgd, 
Approval Date: January 14, 2009. 

2. ADM Cocoa, ADM Cocoa— 
Hazleton, PA, ABR20090302, Hazle 
Township, Luzerne County, PA, 
Consumptive Use of Up to 0.160 mgd, 
Approval Date: March 24, 2009. 

Approvals By Rule Issued Under 18 CFR 
806.22(f) 

1. Alta Operating Company, LLC, 
Webster #1, ABR20090401, Franklin 
Township, Susquehanna County, PA, 
Consumptive Use of Up to 0.990 mgd, 
Approval Date: April 6, 2009. 

2. Alta Operating Company, LLC, 
Holbrook #1, ABR20090402, 
Bridgewater Township, Susquehanna 
County, PA, Consumptive Use of Up to 
0.999 mgd, Approval Date: April 6, 
2009. 

3. Alta Operating Company, LLC, 
Turner #1, ABR20090403, Liberty 
Township, Susquehanna County, PA, 
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